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# Executive summary (1-2 pages; 5 points)

The threat, how to authenticate, forms of cryptography, and individual device and network performance, were considered before development. The threat is any unauthorized individual or system who succeeds in viewing at least part of the plaintext of the message. The goal was to develop a program to send messages to a single users or multiple users securely. The ability of an unauthorized user to view the plaintext message needed to be reduced by using methods stated in the project requirements. To do so, objectives were set to include a complex authentication procedure used to encrypt and decrypt message and verify the sender and receiver was developed. These procedures consisted of procedures where a sender would choose an image for a message, choose an encryption protocol and the options for that protocol, the receivers, and values based on visual secret sharing.

The final design implementation was completed in JavaFX FXML in a multi-page / multi-section format. As required, the user chooses between DES or VEA for secure image transmission, the DES/VEA number of rounds, an image file to be used during the secret sharing algorithm, the image to be encrypted or decrypted, Diffie-Hellman keying parameters, RSA key parameters, and key size. A secret sharing protocol allows users to randomly select shares from a shared image file. A symmetric polynomial is used to determine points based on the chosen image pixel. This image is shared between users. The chosen pixel is then used to determine a large and specific number to be added to the polynomial dependent on m users. When the message is received, the receiver can decrypt the message with the public keys, and their private key resulting in an identical copy of the original message sent by the sender.

The program was tested with several images of different display sizes and file size. No problems have been encountered although the time to encrypt and decrypt larger files does take more time especially when a user chooses a high number of rounds. The original file size of a chosen image was equal to the encrypted file size of that image. The decrypted file size of a previously-encrypted image was equal to the file size of that original image. Also, no options or protocols exist to reduce either image size or quality. Therefore, it can be concluded that the image received is of equal size and quality to that of the image sent.

# Project background (2-4 pages; 5 points)

The system created for this project helps to solve the specific problem of secure messaging between users with minimum network requirements. It is specific because this system sends images. It can, however be expanded to send other forms of data. The problem this solves is messaging between users which may have been sent otherwise unencrypted. Here, not only are messages encrypted but they are done so using RSA, DH, and visual secret sharing to improve on the security already provided by the individual encryption protocols themselves.

## Needs statement

Countless messages are sent over networks every second. This project allows for those messages to be sent securely – a need for almost anyone looking to send messages over a network. Although the network for this project is simulated, it maintains a separation of the sender and receiver(s) and sends the message securely by enacting multiple cryptographic and secret-sharing methods. The options are the key to sending secure messages. By combining the option to choose the encryption protocol, rounds, Diffie-Hellman parameters, the DES parameters of ECB or CBC, and visual secret sharing, the messages are secure from end-to-end during transmission. The encryption protocols of which 1 can be chosen are DES and VEA. DES is a Feistel system that encrypts 64-bit blocks with a 56-bit key. The system created for this project includes options for Electronic Code Book (ECB) or Cipher-Block Chaining (CBC). VEA encrypts 64-bit blocks using a key of variable-length. VEA consists of a key-expansion part, which expands a key to a length up to 448 bits and expands it into sub keys which total 4,168 total bytes, and an encryption part.

Current protocols are generally perform well sending and receiving messages securely and quickly. Still, other options need to be researched to include the option of combining existing methods. The need for these options is evident in the problems presented existing methods which include not only the ability of an attacker to gain access to and decrypt at least part of a message, but also the performance efficiency and network requirements for sending all messages. Efficiency can be measured in by the speed at which the system opens, handles various commands, encrypts and decrypts, its ability to send messages in a manner that is quick, and its efficiency in sending a message with the least amount of information necessary for the receiver to decrypt the message. Protocols exist that are incredibly secure, but the message size is large due to the amount of data that must be sent with the message to be able to decrypt it. These protocols, while incredibly secure, are not practical when performance and network bandwidth are limited. In this project, a hybrid cryptographic system was created to combine methods of encryption and secret sharing with performance, network limitations, and security considerations. The result is a far more secure way of sending messages than some previous systems.

## Goal and objectives

The goal is to develop a system where, among other requirements, any message of any size over any network can be securely sent and could never be viewed as it would be by the sender or the intended receiver. Today, this system simply does not exist. Network messages are intercepted and data at rest is often unencrypted. Developers are working to solve these problems but as of today almost no data is safe if the machines where said data resides is connected to a network. Even then it could still be stolen if the physical machine where it resides is stolen. If the best developers in the world create programs and methods for sending messages securely still often fail then what chance exists to create something secure for this project? Little. However, an attempt to create something better than other teams on the level can be worthwhile in the sense that progress has been made in the overall knowledge of the existence of threats and the need for working authentication and cryptography procedures.

The objective was to develop a system that allows messages to be sent to a 1 or more users using a hybrid cryptosystem with many options to make the system more secure. DES is one option and DES is no longer considered to be a secure option. So a flaw already exists. But, by allowing the user to set their own key, the number of rounds, and other options, the security of DES in the system is greatly increased to a point where a real security threat is unlikely. Performance of DES is still impressive compared to more secure protocols such as AES. This performance is reduced, however, when the rounds are increased. 3-DES, for instance, requires more time than DES because it runs DES 3 times. While the detriment to performance is obviously due to rounds, it shows that running DES many times would greatly improve security while greatly reducing performance. If a user chooses to run DES or VEA for 100 rounds, as the system created by this team allows, performance will not be very good but security will be. The number of rounds vs. security is something to consider if encrypting a large message. VEA will perform better than DES when run once or many times but the improvement to security of running the system 100 times is unnecessary if the far-improved security of 3-DES over DES is considered. With a great improvement in security by simply running DES three times the performance is unlikely to be a problem if using capable hardware. So using the system created for this project will perform well while delivering a secure message, especially with multiple rounds.

## Design constraints and feasibility

Technical constraints required a simulated network environment. Because extensive knowledge of computer networks were not a prerequisite for this course, the use of a real and working computer network wasn’t feasible. Using a simulated network will alter the performance of sending and receiving messages by removing the factors that would have been present, otherwise, in a network that has its own performance variations. This means that instead of the system user sending a message which would have needed to exit the sender’s machine and travel to an intermediate host, all the while being presented with obsticles of normal network activity, to eventually be delivered to a receiver, the sender and receiver reside on the same machine which leaves performance measurements in question. The time to decrypt a message can also be questioned because the same system is doing both encryption and decryption. While the time required to decrypt a message may take n seconds on one machine, it may have otherwise taken more or less time on another machine. The time to encrypt/decrypt and send a message using the system is still impressive. One particular test was run where a 3-Megabyte image was encrypted, sent, then decrypted in a very short time. The test was performed on a powerful computer but the computer CPU was at 60% usage and the memory had 80% usage before the test was started. This test provided evidence that if a powerful computer can complete the system’s intent while the computer’s performance had already been greatly reduced, a less-powerful computer could likely complete the system’s intent with impressive performance if it, unlike the other computer, was using less of its CPU and memory. So although the network is simulated and the same computer is used to send and receive, it can be expected that performance differences will not be significant during a typical use of the system.

Time to develop the system has been the main obstacle. Because the students of this team are students with other courses and employment outside of Armstrong State University, time to devote to developing a perfect system simply does not exist. So development was completed between and during class and on nights and weekends. This system, like any other system developed by any student for any class at any school, will not be perfect. But it should be known that every attempt to not only understand each requirement but to implement those requirements into the system were tried. And, as far as it is known by the members of this team, each requirement was indeed implemented into the system to the best of the ability of the members of this team. Equally, each section of this paper were completed to the best of the ability of the members of this team.

## Literature and technical survey

Other encryption and encrypted-file-sending commercial products are available that work as desktop software, browser applications, or smart device apps. While none of these work exactly like the system described in this paper, many do offer encryption and the ability to send those encrypted messages. However, only 7-Zip allows the user to select the encryption type. None of them allow the user to select options, see keys, or choose between EBC and CBC. They do, however, all use AES which is a stronger type of encryption overall. Five applications that are somewhat similar to the system described in this paper are listed below with a brief description/review of each.

* Wickr is an iPhone and Android app that allows images to be encrypted but are soon permanently deleted automatically after being decrypted by the receiver (Greenberg). Wickr uses AES and RSA to encrypt plaintext and the cipher text remains encrypted through sending process (Greenberg). Wickr supports images, video, and text and not only deletes the content after decryption but ensures that the content is unrecoverable by overwriting the storage space previously occupied by the message content with random bytes several times (Greenberg). Further measures to protect security of the sender’s message by Wickr by disabling the cut and paste feature of phones and also requires the constant contact of a particular button (Greenberg). Releasing the button or shaking the phone will cause the image to disappear from the screen (Greenberg) to keep people from attempting screen-shots.
* InfoEncrypt offers a free service that works inside a web browser that performs encryption and send text messages. It uses AES-128 with PBKDF2, CBC and a random IV (InfoEncrypt.com). Because it works in the browser, the message doesn’t actually need to be sent to the company’s servers (InfoEncrypt.com).
* Signal is a desktop application that is also available to a variety of smart devices. Signal allows users to encrypt and send messages to a group using Curve25519, AES-256, and HMAC-SHA256 (Whispersystems.com). Signal is also open-source so it costs nothing and its source-code is available on GitHub (Whispersystem.com).
* Although WhatsApp delivers far superior features than anything our system provides, it is still like our program in that it encrypts images and sends them. WhatsApp encrypts images using Whispersystems’ Signal encryption system (the same as the previous example) so it uses Curve25519, AES-256, and HMAC-SHA256 (WhatsApp.com).
* An option in 7-Zip is to encrypt the zipped content with AES-256 or ZipCrypto. AES-256 is the stronger option of the two. 7-Zip is also free to download from their website (7-Zip.com). Other applications like WinZip allow for AES-256 encryption as well. This may possibly be the easiest option of all for most users because many computers already will have either 7-Zip or WinZip installed. The file could then just be sent by email. The problem is that the recipient of the message will also need an application to decrypt the file.

This project uses DES and VEA while every other system seems to use either AES-128 or AES-256. These systems may, however, not offer the ability to change the rounds, offer visual secret sharing, or any of the several options offered by the system described in this paper. So although the particular encryption type is stronger in other systems, the hybrid cryptosystem used in the system described in this paper may actually be stronger. Unfortunately, to provide any proof of that would require extensive testing that is out of the scope of this project and the abilities of the students who worked on it. The other programs also often offered many features for several formats and are available on many platforms. The system described in this paper is available for a single platform and has few features but could fulfill a market of customers who want a specific-use product of small size and numerous encryption options.

# Final design (5-10 pages; 20 points)

## System description

Please provide a description of the overall system. This description should include a high-level block diagram and a functional description of the different parts and interfaces in your final system. If any of these were revised after the CDR, please document the changes and provide a justification.

## Complete module-wise specifications

Provide a detailed design of each subsystem (both hardware and software), including

* Circuit and logic diagrams
* Interfaces and pin-outs
* Timing diagrams and waveforms
* Software processes with their inputs and outputs
* Complete parts list

If any of these were revised after the CDR, please document the changes and provide a justification.

## Approach for design validation

How did you test your system to ensure that it did what it was designed to do? If these validation procedures were revised during the semester, please document the changes and provide a justification.

# Implementation notes (10-20 pages; 30 points)

**This is the single most important section in the final report**. It should contain “engineer's notes” that would allow a reasonably skilled engineer to understand, reproduce and modify your products.

# Experimental results (5-10 pages; 20 points)

This section is also very important, as it shows whether or not your project worked. You should provide:

* A description of the tests you performed to validate the system,
* Numerical results of these tests,
* A thorough analysis and discussion of these results, and
* A collection of pictures of your final system

# User’s Manuals (5-10 pages; 20 points)

This document should contain detailed (1) hardware installation, (2) software installation, and (3) operation instructions for the users of your product(s). It should be aimed at the “average user” of your system (please identify the characteristics of such user) and should not require that the reader be an engineering professional.

# Appendices

Here you can include any additional information not already in the implementation notes (e.g., detailed circuit schematics, class hierarchy) that would help replicate or maintain your implementation.
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